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1. Introduction

1.1 Statusof the Standard
This is wersion 2.1 of the Filesystem HieraycBtandard (FHS 2.1).

Comments on this standard are welcome from interested p&tiggiestions for changes should be in the
form of a proposed change oktetogether with appropriate supporting comments.

The guidelines in this standard are subject to modificatits®e of information contained in this document
is at your evn risk.

1.2 Organization of the Standard
This standard is dided into these sections:
1. Introduction
2. TheFilesystem: a statement of some guiding principles.
3. TheRoot Directory
4. Thelusr Hierarcty.
5. Thelvar Hierarcly.
6. Operatingsystem Specific Anne

Within each section, the subdirectories are arranged in ASCII order (uppercase letters first, then in
alphabetical order) for easy reference.

1.3 Corventions
A constant-width font is used for displaying the names of files and directories.

Components of filenames thatry are represented by a description of the contents enclos€taind' ">"
characterssthus> . Electronic mail addresses are also enclosed in "<" andutarde shan in the usual
typeface.

Optional components of filenames are enclosef 'lmfid "] " characters and may be combined with the
"<"and ">" corvention. For example, if a filename is alleed to occur either with or without artension,
it might be represented kfilename>[.<extension>]

Variable substrings of directory names and filenames are indicatéd.by "

1.4 Backgmound of the FHS

The process of deloping a standard filesystem hieraydiegan in August 1993 with an &irt to
restructure the file and directory structure of LinIhe FSSTND, a filesystem hieraycstandard specific
to the Linux operating systemaw released on February 14, 19%ibsequent wsions were released on
October 9, 1994 and March 28, 1995.

In early 1995, the goal of deloping a more comprehensi vasion of FSSTND to address not only Linux,
but other UNIX-like g/stems vas adopted with the help of members of the BSEIdpment community

As a result, a concertedf@ft was made to focus on issues that were general to UN&Gld#tems. In
recognition of this widening of scope, the name of the standascthhanged to Filesystem Hierarch
Standard or FHS for short.
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Volunteers who hae ontributed etensively to this standard are listed at the end of this documniEmis
standard represents a consensus efedhose and other contribors.

1.5 Scope

This document specifies a standard filesystem higrdoct-HS filesystems by specifying the location of
files and directories, and the contents of some system files.

This standard has been designed to be used by systemaiate, package deopers, and system
administrators in the construction and maintenance of FHS compliant filesystesnstimarily intended
to be a reference and is not a tutorial ow kmmanage a conforming filesystem hierarch

The FHS grev out of earlier vork on FSSTND, a filesystemganization standard for the Linux operating
system. Itouilds on FSSTND to address interoperability issues not just in the Linux communhityd
wider arena including 4.4BSD-based operating systdtriscorporates lessons learned in the BS@ld/
and elsevhere about multi-architecture support and the demands of heterogeneaur&ingtw

Although this standard is more compreheadhan preious attempts at filesystem hieraych
standardization, periodic updates may become necessary as requirements change in relatigingo emer
technology It is dso possible that better solutions to the problems addressed here will herdidcm

that our solutions will no longer be the best possible solutiSapplementary drafts may be released in
addition to periodic updates to this documasdbowever, a pecific goal is backards compatibility from

one release of this document to th&tne

Comments related to this standard are welcoArg, comments or suggestions for changes should be
directed to the FHS editor (Daniel Quinlan <quinlan@pathname.com>), or if you, gfrefEHS mailing
list. Typographical or grammatical comments should be directed to the FHS editor

Before sending mail to the mailing list it is requested that you first contact the FHS editor in ovdét to a
excessve re-discussion of old topicdmproper messages will not be well-raeei on the mailing list.

Questions about kwoto interpret items in this document may occasionally atisgou have reed for a
clarification, please contact the FHS edit8ince this standard represents a consensus of man
participants, it is important to makertain that apinterpretation also represents their colieetipinion.

For this reason it may not be possible toyile an immediate response unless the inquiry has been the
subject of preious discussion.

1.6 GeneralGuidelines

Here are some of the guidelines thatehkeen used in the delopment of this standard:
« Solve technical problems while limiting transitional fitulties.
« Make the specification reasonably stable.

- Gain the appned of distributors, deelopers, and other decision-neak in rel@ant development
groups and encourage their participation.

- Provide a standard that is attragtito the implementors of diérent UNIX-like s/stems.

1.7 IntendedAudience
The intended audience of this standard includgisisnot limited to the follwving groups of people:

- System Deelopers
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.

System Intgrators and Distrilstors
- Application Developers
» Documentation Writers

« System Administrators and other interested parties (for information purposes)

1.8 Conbrmance with this Document

This section defines the meanings of the terms "compliant” and "compatible" with respect to this standard,
as well as "partial” compliance and "partial” compatihility

An "implementation” here refers to a distrilon, an installed system, a program, a package (or some
similar piece of softare or data), or some component thereof.

An implementation is fully compliant with this standardvésy requirement in this standard is m&very
file or directory which is part of the implementation must bgsptally located as specified in this
document. Ithe contents of a file are described here the actual contents must correspond to the
description. Thémplementation must also attempt to fing éifes or directories,ven those &ternal to
itself, primarily or &clusiely in the location specified in this standard.

For short, "compliant” may be eqealently used instad of "fully compliant".

An implementation is fully compatible with this standardviérg file or directory which it contains can be
found by looking in the location specified here and will be found with the contents as specifiedenefe, e
that is not the primary or ghical location of the file or directory in questiohhe implementation must,

when it attempts to find grfiles or directories which are not part of it, do so in the location specified in this
standard, though it may also attempt to find it in other (hon-standard) locations.

For short, "compatible" may be eaqently used instad of "fully compatible”.

An implementation is partially compliant or partially compatible respegtif it complies with or is
compatible with a significant subset of this documé&tatial compliance and partial compatibility are only
intended to apply to distnitions and not to separate prograrbe phrase "a significant subset" is
admittedly subjectie, and in borderline cases, the concerned party should contact the FHS kdg#or
anticipated that someaviation will be tolerated in borderline cases.

To qualify as partially FHS compliant or partially FHS compatible an implementation musti@i@list of

all places at which it and the FHS documenrfiediin addition to a brief>@lanation of the reasoning for

this difference. Thidist shall be preided with the implementation in question, and also reported and made
awailable to the FHS mailing list or the FHS editor

The terms "must”,
compatibility.

should”, "contains”, "is" and so forth should be read as requirements for compliance or

Note that an implementation does not need to contain all the files and directories specified in this standard
to be compliant or compatiblédnly the files and directories an implementation actually contains need to

be located appropriatelyror example, if a particular filesystem is not supported by a digtab, the tools

for that filesystem need not be includegerethough thg may be aplicitly listed in this standard.

Furthermore, certain portions of this document are optidnahis case this will be statedgicitly, or
indicated with the use of one or more of "may", "recommend"”, or "sugdésttis marked as optional ha
no bearing on the compliance or conformance of an implementatigrarthsuggestions meant to
encourage common practiceitlmay be located gwhere at the implementarthoice.
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2. TheFilesystem

The UNIX filesystem is characterized by:
« A hierarchical structure
- Consistent treatment of file data
- Protection of file data

This standard assumes that the operating system underlying an FHS-compliant file system supports the
same basic security features found in most UNIX filesystévage that this standard does not attempt to
agree in eery possible respect with giparticular UNIX systens implementation. Hoever, mary aspects

of this standard are based on ideas found in UNIX and other UN&§lgtems.

This is after careful consideration of othactors, including:
- Traditional and well-considered practices in UNIXeligystems.
- The implementation of other filesystem structures
- Applicable standards
It is possible to define mindependent cageries of files: shareable vs. unshareable amnidbie vs. static.

Shareable data is that which can be shared betweenalsdifferent hosts; unshareable is that which must
be specific to a particular hogstor example, user home directories are shareable dattaglice lock files
are not.

Static data includes binaries, libraries, documentation, arttliag that does not change without system
administrator intergntion; \ariable data is athing else that does change without system administrator
intervention.

For ease of backup, administration, and file-sharing on heterogenousrketwf systems with diérent
architectures and operating systems, it is desirable that there be a simple and easily understandable
mapping from directories (especially directories considered as potential mount points) to the type of data
they contain.

Throughout this document, and inyamell-planned filesystem, an understanding of this basic principle will
help oganize the structure and lend it additional consistenc

The distinction between shareable and unshareable data is neededrédreasons:

- In a netvorked ewironment (i.e., more than one host at a site), there is a good deal of data that can be
shared between dérent hosts to s& pace and ease the task of maintenance.

- In a netvorked ewironment, certain files contain information specific to a single hidstrefore
these filesystems cannot be shared (without taking special measures).

- Historical implementations of UNIX-lik filesystems interspersed shareable and unshareable data in
the same hierarghmaking it difficult to share lage portions of the filesystem.

The "shareable" distinction can be used to supportxtmmple:
« Alusr partition (or components édfisr ) mounted (read-only) through the nerk (using NFS).

« A/usr partition (or components édfisr ) mounted from read-only mediad CD-ROM is one
copy of mary identical ones distrilied to other users by the postal mail system and other methods.
It can thus be gerded as a read-only filesystem shared with other FHS-compliant systems by some
kind of "network".

The "static" ersus "ariable" distinction décts the filesystem in tvmajor ways:
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- Since/ contains both ariable and static data, it needs to be mounted read-write.

+ Since the traditiondusr contains both ariable and static data, and since we mawptvwo mount it
read-only (see abe), it is necessary to pvie a method to ha/usr mounted read-onlyThis is
done through the creation ofvar hierarcly that is mounted read-write (or is a part of another
read-write partition, such dp , taking over much of the/usr partition’s raditional functionality

Here is a summarizing charthis chart is only anxample for a common FHS-compliant system, other
chart layouts are possible within FHS-compliance.

shareable unshareahle
static lusr letc
/opt /boot
variable | har/mail har/run
/var/spool/nevs | Nar/lock
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3. TheRoot Directory

This section describes the root directory structige contents of the root filesystem should be adequate
to boot, restore, rewer, and/or repair the system:

- To boot a system, enough must be present on the root partition to mount other filesyigtasms.
includes utilities, configuration, boot loader information, and other essential start-upudatg.
/opt ,and/var are designed such that yhmay be located on other partitions or filesystems.

- To enable recwery and/or repair of a system, those utilities needed byperienced maintainer to
diagnose and reconstruct a damaged system should be present on the root filesystem.

. To restore a system, those utilities needed to restore from system backups (gridfmetc.)
should be present on the root filesystem.

The primary concern used to balance these considerations, aticiplicing mary things on the root
filesystem, is the goal oEkeping root as small as reasonably possibte.seveal reasons, it is desirable to
keep the root filesystem small:

- Itis occasionally mounted fronewy small media.

- The root filesystem contains masystem-specific configuration file®ossible gkamples include a
kernel that is specific to the system, a specific hosthameThts.means that the root filesystem
isn't dways shareable between netiked systemsKeeping it small on seers in netwrked
systems minimizes the amount of lost space for areas of unshareabli éilss.allavs
workstations with smaller local hard des.

- While you may hee the root filesystem on a & partition, and may be able to fill it to your heart’
content, there will be people with smaller partitioffsyou have nore files installed, you may find
incompatibilities with other systems using root filesystems on smaller partitfoyesu are a
developer then you may be turning your assumption into a problem foge farmber of users.

Disk errors that corrupt data on the root filesystem are a greater problem than errgrstbaran
partition. Asmall root filesystem is less prone to corruption as the result of a system crash.

Software should neer create or require special files or subdirectories in the root diredBiher locations
in the FHS hierarchprovide more than enough fibility for any package.

BEGIN RATIONALE
There are s@ral reasons whintroducing a n& subdirectory of the root filesystem is prohibited:

- It demands space on a root partition which the system administratoranayept small and simple
for either performance or security reasons.

- It evades whateer discipline the system administrator maywéaet up for distriliting standard file
hierarchies across mountabl@wmes.

END RATIONALE
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/ — the root directory

— bin Essential command binaries

— boot Static files of the boot loader

— dev Device files

— etc Host-specific system configuration

— home User home directories

— lib Essential shared libraries anerikel modules
— mnt Mount point for mounting a filesystem temporarily
— opt Add-on application softare packages

— root Home directory for the root user

— shin Essential system binaries

— tmp Temporary files

— usr Secondary hierargh

L var Variable data

Each directory listed abe is gecified in detail in separate subsectionswelosr and/var each hae
a omplete section in this document due to the corilyief those directories.

The operating systeneknel image should be located in eithesr /boot . Additional information on
kernel placement can be found in the sectigyanding /boot , below.

3.1 /bin: Essential user command binaries {fr use by all users)

/bin  contains commands that may be used by both the system administrator and byiusdishtare
required when no other filesystems are mounted (e.g. in single user rtiagday. also contain commands
which are used indirectly by scripts.

There should be no subdirectories withim

Command binaries that are not essential enough to plackiimtoshould be placed ifusr/bin
instead. Itemshat are required only by non-root users (the Kdlw System,chsh , etc.) aregenerally
not essential enough to be placed into the root partition.

Required files br /bin:
- General commands:

The folloving commands he keen included because thare essential »eept for a fee commands
being present because of their traditional placemefinn .

{ c at, chgrp, chmod, chown, cp, date, dd, df, dmesg, echo, ed,
false, kill, In, login, Is, mkdir, mknod, more, mount, mv, ps,
pwd, rm, rmdir, sed, setserial, sh, stty, su, sync, true, umount,
uname }

If /bin/sh  is Bash, therbin/sh  should be a symbolic or hard link Amin/bash  since Bash
behaes dfferently when called ash or bash . pdksh , which may be théin/sh  on install
disks, should likwise be arranged witthin/sh ~ being a symlink tdbin/ksh . The use of a
symbolic link in these cases alls users to easily see thbin/sh  is not a true Bourne shell.

The de-&cto standard location of the C-shellbgy/csh . A C-shell or equident (such ascsh ),
if available on the system, should be locatetbat/csh . /binfcsh  may be a symbolic link to
/bin/tcsh or /usr/bin/tcsh

Note: Thed andtest commands & kuilt into most commonly used Bourne shédir(/sh )
replacements. Thed&o commands do not have to be placefhin ; they may be placed in

-9-
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/usr/bin . They must be included as sepe binaries with any UNIX or UNIX-kkg/stem
attempting to comply with the POSIX.2 stamtar

+ Restoration commands:
These commands have been added to make restoration of a system
possible (provided that / is intact).
{ t ar, gzip, gunzip (link to gzip), z cat (link to gzip) }

If system backups are made using programs othergtripn andtar , then the root partition should
contain the minimal necessary restoration componéfasinstance, mansystems should include
cpio as itis the et most commonly used backup utility aftar .

Corversely if no restoration from the root partition igee expected, then these binaries may be
omitted (e.g., a &M chip root, mountingusr through NFS).If restoration of a system is planned
through the netark, thenftp ortftp (along with @erything necessary to get an ftp connection)
should be wailable on the root partition.

Non-vital restoration commands may appear in eithiar or/usr/bin  on different systems.
« Networking commands:

These are the only necessary r@king binaries that both root and users wigintor need to
execute other than the ones/imsr/bin  or /usr/local/bin

{ d omainname, hostname, netstat, ping }

3.2 /boot: Static files of the boot loader

This directory containsverything required for the boot processept configuration files and the map
installer Thus/boot stores data that is used before thenkl bgins executing useimode programs.

This may include seaed master boot sectors, sector map files, and other data that is not directly edited by
hand. Programsecessary to arrange for the boot loader to be able to boot a file should be placed in
/sbin . Configuration files for boot loaders should be place@ia .

The operating systeneknel should be located in eithepr /boot

Note: On some i386 mhaimes, it may be necessary fboot to be located on a sepste partition located
completely below cylinder 1024 of the bootide due to hatware cmnstaints.

Certain MIPS systemgquire a/boot partition that is a mounted MS-DOS filesystem or wieatether
filesystem type is accessible for the firmavakhis may esult in estrictions with espect to usable
filenames forboot (only for afected systems).

3.3 /des: Device files
The/dev directory is the location of special onvlee files.

If it is possible that déces in/dev will need to be manually creatédev shall contain a command
namedVAKEDEMwhich can create @iees as neededt may also contain MAKEDEV .local for ary
local devices.

If required, MAKEDE\éhould hae provisions for creating andevice that may be found on the system, not
just those that a particular implementation installs.

-10 -
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3.4 /etc: Host-specific system configuration
/etc contains configuration files and directories that are specific to the current system.

No binaries should be located undetic

/etc— Host-specific system configuration

X11 Configuration for the X \Mdow System
opt Configuration for /opt

The following section is intended partly to illuminate the description of the contefetcof with a
number of gamples; it is definitely not arxkeaustie list.

Required files br /etc:
» General files:

{ adjtime, csh.login, disktab, fdprm, fstab, gettydefs, group,
inittab, confissue, Id.so.conf, lilo.conf, motd, mtab, mtools,
passwd, profile, securetty, shells, syslog.conf, ttytype }

+ Networking files:

{ e xports, ftpusers, gateways, host.conf, hosts, hosts.allow,
hosts.deny, hosts.equiv, hosts.lpd, inetd.conf, networks,
printcap, protocols, resolv.conf, rpc, services }

Notes:

The setup of command scriptsaked at boot time mayesemble System V or BSD modé&lsrther
specification in this @a may be added to a fuéversion of this standat.

Systems that use the shadow pasdwaite will have additional configation files in/etc
(/fetc/shadow  and othes) and pograms in/usr/shin (useradd , usermod , and othes).

3.4.1 /etc/X11 Configuration for the X Window System

letc/X11 is the recommended location for all X11 host-specific configurafitws directory is
necessary to allocal control iffusr is mounted read onlyFiles that should be in this directory include
Xconfig (and/orXF86Config ) and Xmodmap

Subdirectories ofetc/X11  may include those fordm and for ag other programs (some windo
managers, foneample) that need themWe recommend that windemanagers with only one
configuration file which is a dadfilt.*wmrc file should name isystem.*wmrc  (unless there is a
widely-accepted alternat rame) and not use a subdirectoAny window manager subdirectories should
be identically named to the actual windmanager binary

letc/X11l/xdm  holds the configuration files fadm. These are most of the files normally found in
fusr/lib/X11/xdm . Some local ariable data fordm s stored invar/lib/xdm

3.4.2 letc/opt Configuration files for /opt

Host-specific configuration files for add-on application safewpackages shall be installed within the
directory/etc/opt/<package> , Wwhere<package> is the name of the subtree/opt where the
static data from that package is storéth structure is imposed on the internal arrangement of
/etc/opt/<package>

If a configuration file must reside in aféifent location in order for the package or system to function
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properly it may be placed in a location other thatc/opt/<package>

BEGIN RATIONALE
Refer to the rationale fdopt .
END RATIONALE

3.5 /home: User home directories (optional)

/home is a firly standard conceptubit is clearly a site-specific filesysterihe setup will difer from
host to host.This section describes only a suggested placement for user home directoagseless we
recommend that all FHS-compliant distrilons use this as the dedt location for home directories.

On small systems, each useadrectory is typically one of the mgrsubdirectories ofhome such as
/home/smith , /home/torvalds , lhome/operator , ec.

On lage systems (especially when theme directories are shared amongst mbasts using NFS) it is
useful to subdiide user home directorieSubdvision may be accomplished by using subdirectories such
as/home/staff ,/home/guests ,/home/students , ec.

Different people prefer to place user accounts @rigty of places.Therefore, no program should rely on
this location. If you want to find out a usesrhome directoryyou should use thgetpwent(3) library
function rather than relying detc/passwd  because user information may be stored remotely using
systems such as NIS.

3.6 /lib: Essential shaed libraries and kernel modules

Thel/lib  directory contains those shared library images needed to boot the system and run the commands
in the root filesystem.

/lib — essential shared libraries andrkel modules

modules Loadable krnel modules

This includedlib/libc.so.* , llib/libm.so.* , the shared dynamic liek/lib/Id.so , and
other shared libraries required by binarieshin and/sbin

Shared libraries that are only necessary for binariassm (such as anX Window binaries) do not
belong in/lib . Only the shared libraries required to run binariethin and/sbin should be here.
The librarylibm.so.* may also be placed fasr/lib if it is not required by aything in/bin  or
/sbin

For compatibility reasong]ib/cpp needs tost as a reference to the C preprocessor installed on the
system. Theisual placement of this binary/issr/lib/gcc-lib/<target>/<version>/cpp

llib/cpp can either point at this binaryr at any ather reference to this binary whickigs in the
filesystem. (Br example,/usr/bin/cpp is also often used.)

The specification follib/modules is forthcoming.

3.7 /mnt: Mount point for temporarily mounted filesystems

This directory is preided so that the system administrator may temporarily mount filesystems as needed.
The content of this directory is a local issue and should feattahe manner in which gprogram is run.

We recommend agjnst the use of this directory by installation programs, and suggest that a suitable
temporary directory not in use by the system should be used instead.
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3.8 /opt: Add-on application software packages

/opt — Add-on application softare packages
<package> Static package objects
/opt is resered for the installation of add-on application saftes packages.

A package to be installed inpt  shall locate its static files in a separ@tgt/<package>  directory
tree, where<package> is a name that describes the seaitevpackage.

Programs to be wioked by users shall be located in the directéwpt/<package>/bin . If the package
includes UNIX manual pages, thehall be located ilopt/<package>/man and the same substructure
as/usr/share/man shall be used.

The directoriegopt/bin  , /opt/doc , /opt/include , lopt/info , lopt/lib , and/opt/man
are resered for local system administrator useeckages may prade "front-end" files intended to be
placed in (by linking or copng) these reseed directories by the local system administrétot shall
function normally in the absence of these resgmirectories.

Package files that areaviable (change in normal operation) should be installéchitopt . See the
section orfvar/opt ~ for more information.

Host-specific configuration files should be installetein/opt . See the section ofetc  for more
information.

No other package files shoulgig outside théopt ,/var/opt , and/etc/opt  hierarchies xcept for
those package files that must reside in specific locations within the filesystem tree in order to function
properly For example, deice lock files must be placed ivar/lock and deices must be located in
/dev .

Distributions may install softare in/fopt , but should not modify or delete sofiwe installed by the local
system administrator without the assent of the local system administrator

BEGIN RATIONALE

The use ofopt for add-on softwre is a well-established practice in the UNIX commuriltye System
V Application Binary Inteidice [AT&T 1990], based on the System V Ingé Definition (Third Edition),
provides for anfopt structure ery similar to the one defined here.

The Intel Binary Compatibility Standard  (BCS2) also preides a similar structure fdopt .

Generally al data required to support a package on a system should be present within
/opt/<package> , including files intended to be copied irédc/opt/<package> and
/var/opt/<package> as well as reseed directories iopt .

The minor restrictions on distakions usingopt are necessary because conflicts are possible between
distribution-installed and locally-installed softwe, especially in the case ofdikpathnames found in some
binary softvare.

END RATIONALE

3.9 /root : Home directory for the root user (optional)

/ is traditionally the home directory of the root account on UNIX systdrost is used on manLinux
systems and on some UNIX systems (in order to reduce clutter/indinectory). Theroot accouns
home directory may be determined byeeper or local preferencedbvious possibilities includé,
/root , and/home/root

If the home directory of the root account is not stored on the root partition it will be necessarg to mak
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certain it will defult to/ if it can not be located.

Note: we ecommendgainst using theaot account for mundane things buas mail and nevs, and that it
be used solely for system admirasion. For this reason, weecommend that subeéictories sules as Mail
andNews not appear in theaot accouns home diectory and that mail for adminisation roles sub as
root, postmaster and webmaster be forest to an apppriate user

3.10 /shin: System binaries (binaries once &pt in /etc)

Utilities used for system administration (and other root-only commands) are stésbuhin,

/usr/sbin , and/usr/local/sbin . Isbin typically contains binaries essential for booting the
system in addition to the binaries/bin . Anything executed aftefusr is knavn to be mounted (when
there are no problems) should be placed/mso/sbin . Local-only system administration binaries

should be placed inttusr/local/sbin

Deciding what things go intsbin”  directories is simple: If a normal (not a system administrator) user
will ever run it directly then it should be placed in one of thén" directories. Ordinarysers should
not have 1o place a of thesbin directories in their path.

Note: For example files sub aschfn which users anly occasionally use should still be placed in
/usr/bin . ping , although it is absolutely necessary foot (network ecosery and dignosis) is often
used by usarand should live irbin  for that reason.

We recommend that usersvearead andxecute permission forverything in/sbin  except, perhaps,
certain setuid and setgid progranie dvision betweerbin and/sbin was ot created for security
reasons or to pvent users from seeing the operating systamjdproiide a good partition between
binaries thateeryone uses and ones that are primarily used for administration fEs&se is no inherent
security adantage in makingsbin  off-limits for users.

Required files br /shin:
+ General commands:
{ h weclock, getty, init, update, mkswap, swapon, swapoff }
+ Shutdevn commands:

{ f astboot, fasthalt, halt, reboot, shutdown }
(Or ary combination of the aba, 0 long asshutdown is included.)

« Filesystem management commands:

{ f disk, fsck, fsck.*, mkfs, mkfs.* }
* = one or more oéxt, ext2, minix, msdos, Xxia and perhaps others

+ Networking commands:

{ i fconfig, route }

3.11 /tmp: Temporary files
The/tmp directory shall be madevalable for programs that require temporary files.

Although data stored itmp may be deleted in a site-specific manités recommended that files and
directories located itmp be deleted wherer the system is booted.

Programs shall not assume thay éites or directories itmp are presemd between wocations of the
program.
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BEGIN RATIONALE
IEEE standard P1003.2 (POSIX, part 2) emkequirements that are similar to thevasction.
FHS added the recommendation titiatp be cleaned at boot time on the basis of historical precedent and

common practice,u did not mak it a requirement because system administration is not within the scope
of this standard.

END RATIONALE
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4. The/usr Hierarchy

/usr is the second major section of the filesystéusr is shareable, read-only datBhat means that
/usr should be shareable betweemigus hosts running FHS-compliant and should not be written to.
Any information that is host-specific oanes with time is stored elsbere.

No lamge softvare packages should use a direct subdirectory undarghe hierarcly. An exception is
made for the X Whdow System because of considerable precedent and widely-accepted prabtie.
section of the standard specifies the location for most such packages.

/usr — Secondary Hierargh

— X11R6 X Window System, \ersion 11 release 6

— bin Most user commands

— games Games and educational binaries

— include Header files included by C programs

— lib Libraries

— local Local hierarcly (empty after main installation)
— shin Non-vital system binaries

— share Architecture-independent data

L— src Source code

The following symbolic links to directories may be present. This possibility is based on the need to
presere cmpatibility with older systems until all implementations can be assumed to usarthe
hierarcly.

{usr/spool -> /var/spool
Jusritmp -> /vartmp
/usr/spool/locks -> /var/lock

Once a system no longer requirey ane of the abee gymbolic links, the link may be reraed, if desired.

4.1 Jusr/X11R6: X Window System, \érsion 11 Release 6
This hierarcly is resened for the X Vihdow System, ersion 11 release 6, and related files.

To dmplify matters and makXFree86 more compatible with the XiMdowv System on other systems, the
following symbolic links should be present:

fusr/bin/X11 -> /usr/X11R6/bin
Jusr/lib/X11 -> /usr/X11R6/lib/X11
Jusr/include/X11 -> /usr/X11R6/include/X11

In general, softare should not be installed or managed via theelanbolic links. They are intended
for utilization by users onlyThe dificulty is related to the releasergion of the X WWdow System — in
transitional periods, it is impossible to kmahat release of X11 is in use.

Host-specific data ifusr/X11R6/lib/X11 should be interpreted as a demonstration fpplications
requiring information about the current host (from files suckcamfig , XF86Config , or
system.twmrc ) must reference a configuration file/gtc/X11 , which may be linkd to a file in
/usr/X11R6/lib

4.2 [usr/bin: M ost user commands

This is the primary directory ofkecutable commands on the system.
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/usr/bin — Binaries that are not needed in single-user mode

mh Commands for the MH mail handling system
X11 Symlink to/usr/X11R6/bin

Because shell script interpretersvfiked with #!<path> on the first line of a shell script) cannot rely on
a path, it is adantageous to standardize their locatiofke Bourne shell and C-shell interpreters are
already fixed in/bin , but Perl, Python, and Tcl are often found in mdiiferent places.

Jusr/bin/perl , lusr/bin/python , and /usr/bin/tcl should reference theerl , python ,
andtcl shell interpreters, respeatly. They may be symlinks to the phical location of the shell
interpreters.

4.3 /usr/include: Directory for standard include files.

This is where all of the systeseneral-use include files for the C and C++ programming languages
should be placed.

Jusr/include — Include files

X11 Symlink to/usr/X11R6/include/X11
bsd BSD compatibility include files (if required)
g++ GNU C++ include files

4.4 [usr/lib: Libraries for programming and packages

Jusr/lib includes object files, libraries, and internal binaries that are not intendedxechb&ed directly
by users or shell scripts.

Applications may use a single subdirectory urider/lib . If an gpplication uses a subdirectosll
architecture-dependent dateckisively used by the application should be placed within that subdirectory
For example, theperl5 subdirectory for Perl 5 modules and libraries.

Miscellaneous architecture-independent application-specific static files and subdirectories should be placed
in /usr/share

Some &ecutable commands suchmskewhatis andsendmail have dso been traditionally placed in
Jusr/lib . makewhatis is an internal binary and should be placed in a binary directory; users access
only catman . Newersendmail binaries are nw placed by dedult in/usr/sbin  ; a ymbolic link

should remain fronfusr/lib . Additionally, systems using aendmail -compatible mail transport

agent should prade /usr/sbin/sendmail as a symbolic link to the appropriateeutable.

A symbolic link /usr/lib/X11 pointing to thdib/X11 directory of the defult X distritution is
required if X is installed.

Note: No host-specific data for the Xndbw System should be stdrin/usr/lib/X11 . Host-specific
configuation files suls as Xconfig or XF86Config should be stad in/etc/X11 . This should
include configuation data suls as system.twmrc  ewen if it is only made a symbolic link to a ror
global configuation file (pobably infusr/X11R6/lib/X11 ).

4.5 /usr/local: L ocal hierarchy

The/ust/local hierarcly is for use by the system administrator when installing sofivocally It
needs to be safe from beingeowritten when the system soféne is updatedlt may be used for programs
and data that are shareable amongst a group of hostgttfound inusr .
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/usr/local — Local hierarci

— bin Local binaries

— games Local game binaries

— include Local C header files

— lib Local libraries

— shin Local system binaries

— share Local architecture-independent hierarch
L— src Local source code

This directory should alays be empty after first installing a FHS-compliant systé&lo.exceptions to this
rule should be made other than the listed directory stubs.

Locally installed softwre should be placed withinsr/local rather tharusr unless it is being
installed to replace or upgrade scdte in/usr .

Note that softwre placed i or/usr may be @erwritten by system upgrades (though we recommend
that distritutions do not verwrite data inetc under these circumstance$jor this reason, local sofave
should not be placed outside/aér/local without good reason.

4.6 /usr/sbin: Non-essential standard system binaries

This directory contains gmon-essential binaries usexcisively by the system administratoBystem
administration programs that are required for system regpatem recaery, mounting/usr , or other
essential functions should be placedsinin instead.

Typically, /usr/sbin contains netarking daemons, gmon-essential administration tools, and binaries
for non-critical serer programs.

These semr programs are used when entering the System V states lasd'run lgel 2" (multi-user state)
and "run leel 3" (networked state) or the BSD state kmoas "multi-user mode"At this point the system
is making servicesvailable to users (e.g., printer support) and to other hosts (e.g., {eg8%).

Locally installed system administration programs should be pladedritocal/sbin

4.7 lusr/shae : Architecture-independent data

/usr/share — Architecture-independent data

— dict Word lists

— doc Miscellaneous documentation

— games Static data files folusr/games

— info GNU Info systens primary directory

— locale Locale information

— man Online manuals

— nls Native language support

— misc Miscellaneous architecture-independent data
— terminfo Directories for terminfo database

— tmac troff macros not distribted with grof

L— zoneinfo Timezone information and configuration

The/usr/share hierarcly is for all read-only architecture independent data fiach of this data
originally lived in/usr (man, doc) or /usr/lib (dict ,terminfo ,zoneinfo ). Thishierarcly is
intended to be shareable among all architecture platforms e&a@8; thus, for gample, a site with i386,
Alpha, and PPC platforms might maintain a sirg/share directory that is centrally-mounted.
Note, havever, that/usr/share is generally not intended to be shared bfedi#nt OSes or by ddrent
releases of the same OS.
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Any program or package which contains or requires data that doesa to be modified should store that
data in/usr/share (or /usr/local/share , ifinstalled locally).It is recommended that a
subdirectory be used insr/share  for this purpose.

Note that Linux currently uses DBM-format database fil&hile these are not architecture-independent,
they are alloved in/usr/share in anticipation of a switch to the architecture-independent DB 2.0
format.

Game data stored insr/share/games should be purely static daté&ny modifiable files, such as
score files, gme play logs, and so forth, should be placddangames

It is recommended that application-specific, architecture-independent directories be plac&ditiere.
directories includgroff , perl , ghostscript ,texmf , andkbd (Linux) orsyscons (BSD). Theg
may; howeve, be daced in/usr/lib for backwards compatibilityat the distritutor’s dscretion.
Similarly, a/usr/lib/games hierarcty may be used in addition to tthesr/share/games

hierarcly if the distrilutor wishes to place somame data there.

4.7.1 /usr/shae/dict : Word lists

Recommended filesdr /usr/share/dict:
{ words }

Traditionally this directory contains only the Englisbrds file, which is used bjook(1) and \arious
spelling programswords may use either American or British spellingites that require both may link
words to /usr/share/dict/american-english or

Jusr/share/dict/british-english

Word lists for other languages may be added using the English name for that language, e.g.,
/usr/share/dict/french , lusr/share/dict/danish , ec. Theseshould, if possible, use an
ISO 8859 character set which is appropriate for the language in question; if possible the Latinl (ISO
8859-1) character set should be used (this is often not possible).

Other word lists, such as theeb2 "dictionary” should be included here, if present.

BEGIN RATION ALE
The reason that onlyard lists are located here is thatyttzee the only files common to all spell check
END RATIONALE

4.7.2 lusr/shae/man : Manual pages

This section details the ganization for manual pages throughout the system, including
/usr/share/man . Also refer to the section @mar/cache/man

Manual pages are storeddmandir>/<locale>/man<section>/<arch> . An explanation of
<mandir> , <locale> , <section> ,and<arch> is given below.
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<mandir>/<locale>— A manual page hierargh

— manl User programs

— man2 System calls

— man3 Library calls

— man4 Special files

— man5 File formats

— man6 Games

— man7 Miscellaneous

L— man8 System administration

The primary<mandir> of the system igusr/share/man . lusr/share/man contains manual

information for commands and data under/trend/usr filesystems. Obdously, there are no manual
pages in because theare not required at boot time nor areytmequired in emeyencies.

The componentsection> describes the manual section.

Provisions must be made in the structuréusir/share/man to support manual pages which are
written in different (or multiple) languaged& hese praisions must tad into account the storage and
reference of these manual pagB®levant factors include language (including geographical-based
differences), and character code set.

This naming of language subdirectoriegusr/share/man is based on Appendix E of the POSIX
1003.1 standard which describes the locale identification string — the most well-accepted method to
describe a cultural @ronment. The<locale> string is:

<language>[_<territory>][.<character-set>][,<version>]

The<language> field shall be tag&n from ISO 639 (a code for the representation of names of languages).
It shall be tvo characters wide and specified withvkercase letters only

The<territory> field shall be the ta-letter code of ISO 3166 (a specification of representations of
countries), if possible(Most people areaimiliar with the tvo-letter codes used for the country codes in
email addressés.It shall be two characters wide and specified with uppercase letters only

The<character-set> field should represent the standard describing the charactéf thet.
<character-set> field is just a numeric specification, the number represents the number of the
international standard describing the characterlsét.recommended that this be a numeric representation
if possible (ISO standards, especially), not include additional punctuation symbols, ang thtieesbe

in lowercase.

A parameter specifying aversion>  of the profile may be placed after theharacter-set> field,
delimited by a commaThis may be used to discriminate betweefed#nt cultural needs; for instance,
dictionary order grsus a more systems-oriented collating ordéis standard recommends not using the
<version> field, unless it is necessary

Systems which use a unique language and code set for all manual pages may<dotakie
substring and store all manual pagesnmandir> . For example, systems which only v&English
manual pages coded with ASCII, may store manual pageméhssection> directories) directly in
/usr/share/man . (That is the traditional circumstance and arrangemenagcin) f

Countries for which there is a well-accepted standard character code set may omit the
<character-set> field, but it is strongly recommended that it be included, especially for countries
with several competing standards.

Various examples:

1. A major exception to this rule is the United Kingdom, which is ‘GB’ in the ISO 3166,WK’ for most email addresses.
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Language  @rritory CharacteBet Directory

English — ASCII /usr/share/man/en

English UnitedKingdom  ASCII /usr/share/man/en_GB
English UnitedStates ASCII /usr/share/man/en_US
French Canada ISO 8859-1 /usr/share/man/fr_CA
French France ISO 8859-1 /usr/share/man/fr_FR
German German ISO 646 /usr/share/man/de_DE.646
German German ISO 6937 /usr/share/man/de_DE.6937
German German ISO 8859-1 /usr/share/man/de_DE.88591
German Switzerland ISO 646 /usr/share/man/de_CH.646
Japanese Japan JIS usr/share/man/ja_JP.jis
Japanese Japan SJIS /usr/share/man/ja_JP.sjis
Japanese Japan UJIS (or EUC-J) /usr/share/man/ja_JP.ujis

Similarly, provision must be made for manual pages which are architecture-dependent, such as
documentation on dé&e-drivers or lov-level system administration commandhese should be placed
under ar<arch> directory in the appropriatean<section> directory; for @ample, a man page for the
i386 ctrlaltdel(8) command might be placed in

/usr/share/man/<locale>/man8/i386/ctrlaltdel.8

Manual pages for commands and data uhgarlocal are stored iusr/local/man . Manual
pages for X11R6 are stored/irsr/X11R6/man . It follows that all manual page hierarchies in the
system should & the same structure assr/share/man . Empty directories may be omitted from a
manual page hierargh For example, if/usr/local/man has no manual pages in section 4\(Des),
then/usr/local/man/man4 may be omitted.

The cat page sectionsai<section> ) containing formatted manual page entries are also found within
subdirectories ofmandir>/<locale> , but are not required nor should yHee dstributed in lieu of
nroff source manual pages.

The numbered sections "1" through "8" are traditionally defitedieneral, the file name for manual pages
located within a particular section end wittsection>

In addition, some lge sets of application-specific manual page® @ additional sufix appended to the
manual page filenamd-or example, the MH mail handling system manual pages shoukirhhappended
to all MH manuals.All X Window System manual pages should/ban x appended to the filename.

The practice of placingarious language manual pages in appropriate subdirectories of
/usr/share/man also applies to the other manual page hierarchies, suakrdecal/man and
/usr/X11R6/man . (This portion of the standard also applies later in the section on the optional
/var/cache/man  structure.)

A description of each section folls:

« manl: User programs
Manual pages that describe publicly accessible commands are contained in this thagtter
program documentation that a user will need to use is located here.

+ man2: System calls
This section describes all of the system calls (requests foethelko perform operations).

« man3: Library functions and subroutines
Section 3 describes program library routines that are not direct ca#isntel kervicesThis and
chapter 2 are only really of interest to programmers.
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« man4: Special files
Section 4 describes the special files, relatedbdiunctions, and netarking support @ailable in the
system. Ypically, this includes the déce files found infdev and the krnel interhce to netwrking
protocol support.

+ man5: File formats
The formats for mannonintuitive data files are documented in the sectioT Bis includes arious
include files, program output files, and system files.

+ man6: Games
This chapter documentsuges, demos, and generallyitd programs.Different people hae various
notions about ho essential this is.

« man7: Miscellaneous
Manual pages that are filifult to classify are designated as being sectiofitie trof and other t&t
processing macro packages are found here.

« man8: System administration
Programs used by system administrators for system operation and maintenance are documented here.
Some of these programs are also occasionally useful for normal users.

4.7.3 lusr/shae/misc : Miscellaneous arhitecture-independent data

This directory contains miscellaneous architecture-independent files whithetprite a separate
subdirectory undeflusr/share . Itis a equired directory undéusr/share

The following files, if present, should be located untsr/share/misc
{ a scii, magic, termcap, termcap.db }

Other (application-specific) files may appear heue aldistritutor may place them itusr/lib at their
discretion. Someuch files include:

{ airport, birthtoken, egnchar, getopt, gprof.callg, gprof.flat,
inter.phone, ipfw.samp.filters, ipfw.samp.scripts, keycap.pcvt,
mail.help, mail.tildehelp, man.template, map3270, mdoc.template,
more.help, na.phone, nslookup.help, operator, scsi_modes, sendmail.hf,
style, units.lib, vgrindefs, vgrindefs.db, zipcodes }

4.8 /usr/sic : Source code

Any non-local source code should be placed in this subdirectory
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5. The/var Hierar chy

/var — Variable data

— account Process accounting logs (if supported)

— cache Application cache data

— crash System crash dumps (if supported)

— games Variable game data

— lib Variable state information

— lock Lock files

— log Log files and directories

— malil User mailbox files

— opt Variable data for /opt

— run Data rel@ant to running processes

— spool Application spool data

— tmp Temporary files preseed between system reboots
L— yp Network Information Service (NIS) database files

/var contains ariable data filesThis includes spool directories and files, administeagnd logging
data, and transient and temporary files.

Some portions ofvar are not shareable betweerfeliént systemsFor instancejvar/log
Ivar/lock  ,and/var/run . Other portions may be shared, notablgr/mail
Ivar/cache/man , /var/cacheffonts , and /var/spool/news

Ivar is specified here in order to neak possible to mountusr read-only Everything that once went
into /usr that is written to during system operation (as opposed to installation andrsofb&@intenance)
must be invar .

If /Ivar cannot be made a separate partition, it is often preferablevie/was out of the root partition

and into theusr partition. (Thisis sometimes done to reduce the size of the root partition or when space
runs lav in the root partition.)However, /var  should not be lingd to/usr because this mak

separation ofusr and/var more dificult and is lilely to create a naming conflicinstead, linkivar

to /usrivar

Applications should generally not add directories to the teogh & /var . Such directories should only be
added if thg havesome system-wide implication, and in consultation with the FHS mailing list.

Thecache , lock ,log , run ,spool ,lib ,andtmp directories must be included and used in all
distributions; theaccount , crash , games, mail , andyp directories must be included and used if the
corresponding applications or features arevigied in the distribition.

Several directories are ‘reseed’ in the sense that thehould not be used arbitrarily by somewne
application, since tlyawould conflict with historical and/or local practic&hey are:

/var/backups
/var/cron
Ivar/lib
Ivar/local
/var/msgs
Ivar/preserve

5.1 Nar/account : Process accounting logs (if supported)

This directory holds the current agiprocess accounting log and the composite process usage data (as
used in some UNIX-li& gystems bytastcomm andsa).
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5.2 har/cache : Application cache data

/var/cache— Cache directories

fonts Locally-generated fonts

man Locally-formatted manual pages
WWw WWW proxy or cache data
<package> Package specific cache data

Ivar/cache s intended for cached data from applicatioBsich data is locally generated as a result of
time-consuming I/O or calculatiorThe application must be able t@emerate or restore the datanlike
Ivar/spool , the cached files can be deleted without data [®ke. data should remairahd between
invocations of the application and rebooting the system.

Files located unddwar/cache = may be gpired in an application specific manniey the system
administratoror both. Theapplication should alays be able to remer from manual deletion of these files
(generally because of a disk space shortaye)other requirements are made on the data format of the
cache directories.

BEGIN RATIONALE

The istence of a separate directory for cached datavalystem administrators to seffelient disk and
backup policies from other directories/iar .

END RATIONALE

5.2.1 har/cache/bnts : Locally-generated bnts

The directoryvar/cache/fonts should be used to storeyaslynamically-created fontsin particular
all of the fonts which are automatically generatedrtiyexpk should be located in appropriately-named
subdirectories ofvar/cache/fonts

Note: this standat does not curently incorpoate the EX Directory Structug (a document that describes
the layout EX files and diectories), lt it may be usefukading It is located at
ftp://ctan.tug.org/tex/

Other dynamically created fonts may also be placed in this tree, under
appropriately-named subdirectories of /var/cache/fonts.

5.2.2 har/cache/man : Locally-brmatted manual pages (optional)

This directory preides a standard location for sites thatjite a read-onlyusr partition, lut wish to
allow caching of locally-formatted man pageSites that mounusr as writable (e.g., single-user
installations) may choose not to usar/cache/man and may write formatted man pages into the
cat<section>  directories infusr/share/man directly. We recommend that most sites use one of
the folloving options instead:

- Preformat all manual pages alongside the unformatesions.

« Allow no caching of formatted man pages, and require formatting to be done each time a man page is
brought up.

« Allow local caching of formatted man pagesgvar/cache/man

The structure ofvar/cache/man needs to reflect both thadt of multiple man page hierarchies and the
possibility of multiple language support.

Given an unformatted manual page that normally appears in
<path>/man/<locale>/man<section> , the directory to place formatted man pages in is
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/var/cache/man/<catpath>/<locale>/cat<section> , Where<catpath> is derived from
<path> by remwing ary leadingusr and/or trailingshare pathname component§Note that the
<locale> component may be missing.)

For example Jusr/share/man/manl/ls.1 is formatted intdvar/cache/man/catl/Is.1 ,
and/usr/X11R6/man/<locale>/man3/XtClass.3x into
/var/cache/man/X11R6/<locale>/cat3/XtClass.3x

Man pages written tévar/cache/man may e&entually be transferred to the appropriate preformatted
directories in the souraean hierarcly or expired; likewise formatted man pages in the souran
hierarcly may be &pired if they are not accessed for a period of time.

If preformatted manual pages come with a system on read-only media (&RIDf6t instance), theshall
be installed in the sourecean hierarcly (e.g./usr/share/man/cat<section> ).
/var/cache/man is resered as a writable cache for formatted manual pages.

BEGIN RATIONALE

Release 1.2 of the standard specified/catman  for this hierarck. The path has been weal under
/var/cache  to better reflect the dynamic nature of the formatted man padpesdirectory name has
been changed tmanto allow for enhancing the hierargho include post-processed formats other than
“cat", such as PostScript, HTML, ovD

END RATIONALE

5.3 Nar/crash : System crash dumps (if supported)

This directory holds system crash dumps. of the date of this release of the standard, system crash
dumps were not supported under Linux.

5.4 Nhar/games : \ariable game data

Any variable data relating toagnes inusr should be placed herévar/games  should hold the
variable data prgously found in/usr ; static data, such as helpctelevel descriptions, and so on, should
remain elsehere, such akisr/share/games

BEGIN RATIONALE

/var/[games has been gen a Herarcly of its avn, rather than leang it meiged in with the old
Ivarllib as in release 1.2The separation ahwes local control of backup strafies, permissions, and
disk usage, as well as alling interhost sharing and reducing clutteruar/lib . Additionally;
/var/games s the path traditionally used by BSD.

END RATIONALE

5.5 Mharl/lib : Variable state information

Ivar/lib — Variable state information

<editor> Editor backup files and state

misc Miscellaneous state data

xdm X display managerariable data
<pkgtool> Packaging support files

<package> State data for packages and subsystems

This hierarcly holds state information pertaining to an application or the sysg&ate information is data
that programs modify while tlgeun, and that pertains to one specific hadsers should ner need to
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modify files in/var/lib to configure a packagetperation.

State information is generally used to presde condition of an application (or a group of iftelated
applications) betweenvocations and between thfent instances of the same applicatiGtate

information should generally remaialid after a reboot, should not be logging output, and should not be
spooled data.

An application (or a group of inteelated applications) should use a subdirectoryarflib for its
data. Therds one required subdirectoryar/lib/misc , which is intended for state files that dion’
need a subdirectory; the other subdirectories should only be present if the application in question is
included in the distribtion.

Ivar/lib/<name> is the location that should be used for all disttitn packaging supporDifferent
distributions may use diérent names, of course.

An important diference between thiexsion of this standard and pieus ones is that applications arewmno
required to use a subdirectory/aér/lib

5.5.1 Ahar/lib/<editor> : Editor backup files and state
These directories containvgd files generated by grunexpected termination of an editor (e.g., elvivgo
nvi).

Other editors may not require a directory for crashvegdiles, lut may require a well-defined place to
store other information while the editor is runnirithis information should be stored in a subdirectory
under/var/lib (for example, GNU Emacs auld place lock files ifvar/lib/emacs/lock ).

Future editors may require additional state informatigrobe crash-reogery files and lock files — this
information should also be placed undear/lib/<editor>

BEGIN RATIONALE

Previous Linux releases, as well as all commerc@lidors, usévar/preserve for vi or its clones.
However, each editor uses itsam format for these crash-raay files, so a separate directory is needed for
each editar

Editor-specific lock files are usually quite féifent from the déce or resource lock files that are stored in
Ivar/lock and, hence, are stored undear/lib

END RATIONALE

5.5.2 har/lib/misc : Miscellaneous ariable data

This directory containsariable data not placed in a subdirectorjvar/lib . An atempt should be
made to use relatly unique names in this directory teadd namespace conflicts.

Note that this hierarghshould contain files stored imar/db  in current BSD released hese include
locate.database andmountdtab , and the lernel symbol database(s).

5.6 Nhar/lock : Lock files
Lock files should be stored within thear/lock directory structure.

Device lock files, such as the serialvi® lock files that were originally found in either
lusr/spool/locks or /usr/spool/uucp , must nav be gored in/var/lock . The naming
convention which must be used i<K.. followed by the base name of thevide file. For example, to
lock /dev/icua0 the fileLCK..cua0 would be created.
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The format used for @&e lock files must be the HDB UUCP lock file formdte HDB format is to store
the process identifier (PID) as a ten byte ASCII decimal numlithra trailing navline. For example, if
process 1230 holds a lock file, ibuld contain the elen characters: space, space, space, space, space,
space, one, toy three, zero, and wne.

Then, agthing wishing to usédev/cua0 can read the lock file and act accordingly (all locks in
Ivar/lock should be wrld-readable).

5.7 Narllog : Log files and directories

This directory contains miscellaneous log filé4ost logs should be written to this directory or an
appropriate subdirectary

lastlog record of last login of each user
messages  system messages frayslogd
wtmp record of all logins and logouts

5.8 har/mail : User mailbox files

The mail spool must be accessible throigir/mail and the mail spool files must t&athe form
<username> . /var/mail may be a symbolic link to another directory

User mailbox files in this location should be stored in the standard UNIX mailbox format.

BEGIN RATIONALE

The logical location for this directoryas changed fronvar/spool/mail in order to bring FHS in-

line with nearly gery UNIX implementation.This change is important for inteperability since a single
Ivar/mail is often shared between multiple hosts and multiple UNIX implementations (despite NFS
locking issues).

It is important to note that there is no requirement iejglally more the mail spool to this location.
However, programs and header files should be changed tévaseail
END RATIONALE

5.9 Mhar/opt : Variable data for /opt

Variable data of the packages/apt should be installed ifvar/opt/<package> , where
<package> is the name of the subtree/opt where the static data from an add-on safewpackage is
stored, &cept where superseded by another fileeto . No dructure is imposed on the internal
arrangement dfvar/opt/<package>

BEGIN RATIONALE
Refer to the rationale fdopt .
END RATIONALE

5.10 Aar/run : Run-time variable data

This directory contains system information data describing the system siraebbated Files under this
directory should be cleared (rewsd or truncated as appropriate) at thginaing of the boot process.
Programs may & a sibdirectory of'var/run ; this is encouraged for programs that use more than one
run-time file.

Note: poograms that run as nonept uses may be unable to eate files undefvar/run  and theefore
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need a subdactory owned by the apppriate user

Process identifier (PID) files, which were originally placetetn , should be placed ifvar/run . The
naming comention for PID files iskprogram-name>.pid . For example, theerond PID file is named
/var/run/crond.pid

The internal format of PID files remains unchangé&te file should consist of the process identifier in
ASCIl-encoded decimal, folleed by a neline character For example, ifcrond was process number 25,
/var/run/crond.pid would contain three characters:awfive, and neline.

Programs that read PID files should be sshs fleible in what thg accept; i.e., the should ignore gtra
whitespace, leading zeroes, absence of the trailwijmes or additional lines in the PID fild?rograms
that create PID files should use the simple specification located in e @bagraph.

Theutmp file, which stores information about who is currently using the system, is located in this
directory

Programs that maintain transient UNIX-domain sislkshould place them in this directory

5.11 Aar/spool : Application spool data

/var/spool— Spool directories

Ipd Printer spool directory
mqueue Outgoing mail queue
news News spool directory
rwho Rwhod files

uucp Spool directory for UUCP

Ivar/spool contains data which isaaiting some kind of later processin@ata in/var/spool
represents ark to be done in the future (by a program, useadministrator); often data is deleted after it
has been processed.

UUCP lock files must be placedwar/lock . See the abee fction on/var/lock

5.11.1 Ahar/spool/lpd : Line-printer daemon print queues

Ivar/spool/lpd — Printer spool directory
<printer> Spools for a specific printer (optional)

The lock file forlpd , Ipd.lock , should be placed ifvar/spool/lpd . Itis auggested that the lock
file for each printer be placed in the spool directory for that specific printer and raoked

5.11.2 har/spool/rwho : Rwhod files

This directory holds thewhod information for other systems on the local net.

BEGIN RATIONALE

Some BSD releases usar/rwho  for this data; gien its historical location irtvar/spool on other
systems and its approximate fit to the definition of ‘spooled’ data, this locai®deemed more
appropriate.

END RATIONALE
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5.12 har/tmp : Temporary files preserved between systemeboots

The/var/tmp  directory is madeailable for programs that require temporary files or directories that are
presered between system reboofBherefore, data stored lmar/tmp  is more persistent than data in
ftmp .

Files and directories located/war/tmp  must not be deleted when the system is bootdthough data
stored invar/tmp is typically deleted in a site-specific manriers recommended that deletions occur
at a less frequent intealthan/tmp .

5.13 Aharlyp : Network Inf ormation Service (NIS) database files
Variable data for the Netwrk Information Service (NIS), formerly kam as the Sun &low Pages (YP),
shall be placed in this directory

BEGIN RATIONALE

/varlyp s the standard directory for NIS (YP) data and is almxdtisively used in NIS documentation
and systems.

NIS should not be confused with Sun NIS+, which usesferdift directory/var/nis
END RATIONALE
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6. Operating System Specific Annex

This section is for additional requirements and recommendations that only apply to a specific operating
system. Thenaterial in this section shouldvee conflict with the base standard.

6.1 Linux

This is the annefor the Linux operating system.

6.1.1 /: Root directory

On Linux systems, if thedtnel is located ih, we recommend using the namaslinux orvmlinuz
which have keen used in recent Linuxknel source packages.

6.1.2 /de : Devices and special files

All devices and special files idev should adhere to tHanux Allocated Deicesdocument, which is
available with the Linux &rnel sourcelt is maintained by H. Peter Aim <hpa@zytacom>.

Symbolic links in/ldev should not be distrited with Linux systemsxeept as praided in theLinux
Allocated D&icesdocument.

BEGIN RATIONALE

The requirement not to malg/mlinks promiscuously is made because local setups will oftésr didbm
that on the distribbtor’'s devdopment machineAlso, if a distritution install script configures the symbolic
links at install time, these symlinks will often not get updated if local changes are made iarbardiétien
used responsibly at a localét however, they can be put to good use.

END RATIONALE

6.1.3 /proc : Kernel and process inbrmation virtual filesystem

Theproc filesystem is the deatto standard Linux method for handling process and system information,
rather tharidev/ikmem and other similar method&Ve grongly encourage this for the storage and
retrieval of process information as well as othertel and memory information.

6.1.4 /sbin: Essential system binaries
Linux systems place these additional files itstain
« Second gtended filesystem commands (optional):
{ b adblocks, dumpe2fs, e2fsck, mke2fs, mklost+found, tune2fs }

- Boot-loader map installer:

{1ilo}

Optional files for /sbin:

- Static binaries:

{ | dconfig, sln, ssync }

Staticln (sIn ) and staticsync (ssync ) are useful when things go wron@he primary use of
sin (to repair incorrect symlinks itib  after a poorly orchestrated upgrade) is no longer a major
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concern nw that theldconfig ~ program (usually located fasr/sbin ) exists and can act as a
guiding hand in upgrading the dynamic librari&aticsync is useful in some emgeng
situations. Notehat these need not be statically &adkersions of the standahd andsync , but
may be.

Theldconfig  binary is optional fofsbin  since a site may choose to fdeonfig  at boot
time, rather than only when upgrading the shared libraflés. ot clear whether or not it is
adwantageous to ruldconfig  on each boot.Even so, some people ékdconfig  around for
the followving (all too common) situation:

(1) I've just remeed /lib/<file>

(2) Icantfind out the name of the library becaiseis dynamically linled, I'm using a shell
that doesrt’havels built-in, and | dont know about using &cho * " as a eplacement.

(3) I'have a saticsin , but | dont know what to call the link.

Miscellaneous:

.

{ c trlaltdel, kbdrate }

So as to cope with thadt that somedyboards come up with such a high repeat rate as to be
unusablekbdrate may be installed irsbin on some systems.

Since the defult action in the érnel for the Ctrl-Alt-Del ky cmbination is an instant hard reboot, it
is generally advisable to disable the hababefore mounting the root filesystem in read-write mode.
Someinit  suites are able to disable Ctrl-Alt-Deljtlothers may require tratrlaltdel

program, which may be installed/sbin  on those systems.

6.1.5 /usr/include: Header files included by C pograms

These symbolic links are required if a C or C++ compiler is installed and only for systems not based on
glibc.

Jusr/include/asm -> /usr/src/linux/include/asm-<arch>
Jusr/include/linux -> /usr/src/linux/include/linux

6.1.6 /usr/sc : Source code

For systems based on glibc, there are no specific guidelines for this direBtorgystems based on Linux
libc revisions prior to glibc, the follwing guidelines and rationale apply:

The only source code that should be placed in a specific location is the bimek &ource coddt is
located inusr/src/linux

If a C or C++ compiler is installedubthe complete Linuxdrnel source code is not installed, then the
include files from the érnel source code shall be located in these directories:

/usr/src/linux/include/asm-<arch>
lusr/src/linux/include/linux

<arch> is the name of the system architecture.

Note:/usr/src/linux may be a symbolic link to a&iknel souce code e

BEGIN RATIONALE

It is important that thedenel include files be located fimsr/src/linux and not inusr/include
so there are no problems when system administrators upgradectimeir\ersion for the first time.
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END RATIONALE

6.1.7 har/spool/cron : cron and at jobs

This directory contains theaviable data for theron andat programs.
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7. Appendix

7.1 TheFHS mailing list

The FHS mailing list is located at <fhs-discuss@ucsd.edo>subscribe to the list send mail to
<listserv@ucsd.edu> with bodADD fhs-discuss "

Thanks to Netwrk Operations at the Urarsity of California at San Dgo who allaved us to use their
excellent mailing list serer.

As noted in the introduction, please do not send mail to the mailing list without first contacting the FHS
editor or a listed contrilior.
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